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MSA 

SSA 

· Multiple Sensitive Attribute the sce­

nario where a dataset contains two or 

more sensitive attribute. See SSA 

Single Sensitive Attribute the sce­

nario where a dataset contains one 

sensitive attribute. See MSA 

ix 

PPDM 

PPDP 

Privacy Preserving Data Mining the 

study of data mining methods which 

take into account privacy related is­

sues 

Privacy Preserving Data Publishing 

the study of methods which publish 

data sets while reducing its privacy 

disclosure risk 

Microdata Data at the level of individ­

ual records representing each entity. 

Term comes from the census commu­

nity 

PSA Primary Sensitive Attribute the at­

tribute on which decomposition is 

done 


